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I. INTRODUCTION

Advertisers’ methods of reaching their consumers constantly push the limits of how much product exposure is tolerated. Consumers have accepted that commercials segment television shows, radio programs take sponsor breaks, and newspapers and magazines are cluttered with paid postings. These media outlets provide free or discounted information in exchange for a marketing audience. Regulation, media standards and consumer choice have controlled the intrusiveness of advertisements in traditional media outlets. However, an interactive media source, the Internet, has yet to find a consumer/advertiser equilibrium.

Recent technological innovations threaten the role of advertisement-supported content.1 The Internet, video-on-demand, advanced video recording devices, and cell phones have ushered in an age of interactivity with content.2 Such interactivity allows unprecedented manipulation of an advertisement-funded media source.3 Consumers now have the ability to delete the very advertisements that make possible the information they enjoy.4 Over the past several years, highly intrusive Internet advertising tactics have exceeded the level of consumer acceptance.
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In response to the barrage of unwanted information on the Internet, consumers have decided to fight back.\(^5\) More and more Web users are utilizing free Web Browsers that block advertisements.\(^6\) Ad-blocking software helps users cut out undesired pop-up windows and in-page graphics allowing for quicker viewing because sites that contain large graphics and animation take much longer to load than text alone.\(^7\) Though this emerging Web software makes viewing content quicker and less distracting for the consumer, ad-blockers are challenging the Web industry and causing concern for Web site owners.\(^8\) Online advertisers fear that this software could cut off their revenue and challenge the fundamental structure of an advertisement-funded Internet.\(^9\)

When Web sites with these annoying tactics surpassed viewers’ approbation for online advertising, ad-blocking software was created.\(^10\) Ad-blocking software reduces page impressions and click through rates causing advertisers to reduce their investment. If ad-blocking software becomes widely used, Web site owners may have to turn to copyright law to protect their advertisements. Web site owners could make a “derivative works” claim under the Copyright Act against users of ad-blocking software and if successful, hold the producers of the ad-blocking software contributorily liable. Consumers will not be able to rely on the fair use defense to copyright infringement and may eventually be prevented from blocking online advertisements. Because ad-blocking software is not a legal solution to preventing unwanted advertisements, consumers may eventually have to rely on government regulation, even though Congress has been reluctant to get involved. This paper will first discuss how ad-blocking software is a violation of copyright law, then why the fair use defense by consumers will be unsuccessful, and finally how government regulation will be required to solve the problem.

Consumer Action: Ad-blockers and browser configurations

The Internet has brought the marketing industry extraordinary opportunities, causing marketers to invest millions of dollars in developing e-commerce into a viable media.\(^11\) Originally, Web sites sold some of their prime viewing space to sidebar and banner advertisers.\(^12\) However, because advertisements in the margins of Web pages are so common and similarly placed, they are also easily ignored.\(^13\) This has caused the cost of these advertisements to drop, and has made it more
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difficult for Web site owners to make a profit. In order to turn a profit and catch a Web surfer’s eye, the online advertising industry is turning to more aggressive interactive advertisements.

Around 1997, when thousands of new sites were born and billions of dollars in venture capital flowed into them, advertising on the Internet meant “banner ads,” the 468x60-pixel ads at the top Web pages. Over the next few years, popular sites like Yahoo could charge $30, $50, even $100 per thousand impressions, or views, to run a banner ad on their pages. These advertising rates provided fuel for much of the venture capital boom on the Web. The idea was that sites could start up and increase their page impressions to make easy money from banner ads. If a site could generate 100 million page impressions per month, it could make $3 million per month with banner ad rates at $30 per thousand impressions. This pay model derived from what magazines would typically charge for full-page color ads.

Since 2000, advertisers concluded that banner ads were not as effective as full-page magazine ads or 30-second TV commercials. At the same time, there was an incredible glut of advertising space. Thousands of sites had a million or more page impressions available per month, and companies like DoubleClick began collecting these sites into massive pools of banner-ad inventory. The over supply and lack of clicks per impression caused the banner advertising rates to plummet. Today, Web sites will rarely charge more than 50 cents per thousand impressions. In order to charge more than 50 cents per thousand impressions, Web sites have to offer ads that either have a lot more branding power, get a much higher click-through rate, or only charge per click. Therefore, today you find many different advertising formats and experiments on the Web driven by both advertisers and web site owners to get the viewer’s attention.

Advertising only works because of an implicit social contract between the consumer and the media source to get free content in exchange for receiving messages. A slightly more realistic version for television is: “I'll get that free content and I'll view your ads only if they aren't obnoxious or too numerous. If they are, I'm heading to the fridge.”
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power. Web users no longer have the choice of ignoring unwanted ads. Pop-ups, animation, and ads that expand to cover the requested text require the user to close the ad in order to continue.\(^{28}\) In television, there are industry standards that govern the length, content, and volume of commercials as well as the choice to walk away or change the channel for a few minutes.\(^{29}\) By comparison, Web advertisers have a captive audience who are taking advantage of this mostly unregulated media source to make forced ads as attention-grabbing as possible.\(^{30}\)

At present, there is very little regulation of Internet advertising.\(^{31}\) As a result, consumers have imposed their own advertisement regulation. Web users download Web browsers that help control what is sent to their computers. These programs work by blocking pop-ups, videos, expanding ads, or graphics before they appear on the user’s screen. In some instances, especially for those advertisers who pay a Web site per click or “hit,” these programs are allowing Web users to get information from the Internet while leaving the Web site owner completely or partially unpaid.\(^{32}\)

Ad-blocking software poses very high risks for some companies. As software continues to block pop-up and other forms of Internet advertising, certain copyright questions arise: (1) Is advertisement deletion by consumers infringement; and (2) is enabling the deletion contributory infringement?

A. Copyright Law

Article I Section 8 Clause 8, of the United States Constitution permits Congress “[t]o promote the Progress of Science and useful Arts, by securing for limited times to Authors and Inventors the exclusive Right to their respective Writings and Discoveries.”\(^{33}\) The clause authorizes federal copyright law, which grants authors the exclusive right to make various uses of their work.\(^{34}\) The current Copyright Act protects “original works of authorship fixed in any tangible medium of expression, now known or later developed, from which [such works] can be perceived, reproduced, or otherwise communicated.”\(^{35}\)

According to the Act, “[a] work is ‘fixed’ in a tangible medium of expression when its embodiment...is sufficiently permanent or stable to permit it to be perceived, reproduced, or otherwise communicated for a period of more than transitory duration.”\(^{36}\) A Web page may contain pictorial or graphic works, musical works, audiovisual works, and sound recordings.\(^{37}\) Even though they are stored in
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digital form on the Web, copyright law protects all of these works.\footnote{Id.}

Efforts to block advertising may present issues of copyright infringement because it interferes with Web owners’ exclusive right to control how their Web pages are displayed. The “exclusive right” that is granted to authors allows them to engage in and authorize how their work is viewed.\footnote{See 17 U.S.C. §§ 408-412 (providing certain legal rights for authors who register their works, but noting that authors who do not register their works still possess a copyright in them).} The exclusive rights involved in the use of ad-blocking software include the exclusive right to prepare derivative works,\footnote{Id. § 106(2).} to distribute copies of the copyrighted material,\footnote{Id. § 106(3).} to publicly display the work,\footnote{Id. § 106(5).} and to display the source of the copyrighted material.\footnote{Id. § 1201(a)(1) (stating that “(A) to ‘circumvent protection afforded by a technological measure’ means avoiding, bypassing, removing, deactivating, or otherwise impairing a technological measure. A technological measure ‘effectively protects a right of a copyright owner under this title’ if the measure, in the ordinary course of its operation, prevents, restricts, or otherwise limits the exercise of a right of a copyright owner under this title”).} Anyone who engages in an unauthorized use of the copyrighted material is subject to civil liability.\footnote{Id. § 501.} If an advertisement is blocked, then a new unauthorized work, the site without the advertisement, is created from the original.

**Right to Prepare Derivative Works**

Once the Web pages are viewed with the advertisements removed, Web site owners can claim that their right to create a derivative work from its copyrighted work has been violated. The Copyright Act defines a derivative work as “a work based upon one or more preexisting works, such as a translation ... abridgment, condensation, or any other form in which a work may be recast, transformed, or adapted.”\footnote{Id. § 101.} As mentioned, a copyright owner has the exclusive right to create derivative works and thus may bring an infringement action against those who produce unauthorized derivative works.\footnote{See id. §§ 106(2), 501(b).}

Some examples of commonly recognized derivative works include movies based on books,\footnote{See, e.g., Kalem Co. v. Harper Bros., 222 U.S. 55, 60-63 (1911) (commenting that, as long as an author consents to the dramatization of a novel, films based on books are lawful and can themselves be copyrighted).} translations of works from one language to another,\footnote{See Grove Press, Inc. v. Greenleaf Publishing Co., 247 F. Supp. 518 (E.D.N.Y. 1965) (treating English translations of works published by French author as derivative works).} and new arrangements of existing musical works.\footnote{See Mills Music, Inc. v. Snyder, 469 U.S. 153, 164-78 (1985) (acknowledging music publishers’ rights to license derivative works consisting of different recordings of a song).} The definition in the Copyright Act further states that “[a] work consisting of editorial revisions, annotations, elaborations, or other modifications which, as a whole, represent an original work of
authorship, is a ‘derivative work.’”

Ad-blocking software creates significant alterations to the original Web page. Many Web site owners, depending on the scope and amount of advertising that is blocked, view this situation as a substantial modification of their Web sites. For example, a single Web site may have a pop-up window with supplemental information, a banner at the top or side of the page, a graphic that plays a short clip with sound, and an animated cartoon that moves around the accessed window until minimized. All or some of these items can be removed before they appear on the user’s screen with the use of ad-blocking software. These modifications may cause the partially blocked Web page to become an infringing derivative work.

No court has directly addressed the issue of copyright infringement with regards to ad-blocking software. *Mirage Editions, Inc. v. Albuquerque A.R.T. Co.*, however, is instructive. There, the plaintiffs, copyright holders and a licensee, owned the rights to a collection of art that had been published in a commemorative book. The defendant bought this book, removed selected prints, mounted the prints onto ceramic tiles, and sold the tiles. The plaintiffs sued the defendant for, *inter alia*, copyright infringement and the court granted the plaintiffs’ motion for summary judgment. On appeal, the court of appeals held that the defendant had prepared derivative works in violation of 17 U.S.C.S. § 106 by borrowing and mounting pre-existing copyrighted art images without the plaintiffs’ consent.

Similarly, Web users are allowed to display a Web site for free in exchange for viewing the advertisements. The users are not allowed to create a derivative work by removing the ads and then displaying that derivative work.

Though Web site viewers cannot create derivative works, they are permitted to make certain changes. *Lee v. A.R.T. Co.*, involved facts similar to *Mirage* but resulted in a different outcome. The plaintiff artist sold her creations to various stores. One of the stores sold some of plaintiff's postcards and lithographs to the defendant’s art company, which mounted the works on ceramic tiles and resold them. The Seventh Circuit held that the mounting of the plaintiff's note cards and lithographs on ceramic tiles did not qualify as derivative works because the
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mounting involved no transformation of the original work. The mounting process was simply like changing a picture's frame. Thus, the owner of a work may change the way a work is displayed and have it repackaged. These acts result in creating a derivative work rather than simply making a copy.

Consumers using ad-blocking software cannot argue that the change made by the software before it is seen by the consumer is a decorative change similar to changing a picture frame or packaging. The advertisements are a significant part of the original work because the Web site owner wants the ad to be seen as much, possibly even more than, the other content in order to turn a profit. The content and impression of the ads are not merely a decorative addition. They are there for their content and/or pathways, hyperlinks, to products. On the other hand, under Lee, ad-blocking browsers would be able to control how the outer browser appears such as tool bars and text color and size because they are decorative changes that do not change the content of the Web page being accessed.

Similar copyright issues have been addressed in suits against third party pop-up advertisers. In 1-800 Contacts, Inc. v. WhenU.com, Inc., the Web site owner sued the distributor of software that caused an unauthorized pop-up advertisement to be displayed when Web viewers went to their Web page. The pop-up software was downloaded onto the user's computer and would display a pop-up tailored to what was being viewed on their Internet browser. The court interpreted the Web site argument to suggest that "any action by a computer user that produced a computer window or visual graphic that altered the screen appearance of Plaintiff's website, however slight, would require Plaintiff's permission." The plaintiff compared the pop-up ads to the ads in National Bank of Commerce v. Shaklee Corp., where advertisements added to and interspersed throughout the text of a copyrighted book were found to be "unauthorized additions" to the book text, in violation of the book author's copyright.

The WhenU court rejected the argument that third party pop-ups created a derivative work and distinguished Shaklee by reasoning that the changes from pop-ups were transitory and lacked a fixed display. The WhenU court based its holding on the fact that the Web site was not altered and only temporarily obstructed. Arguably, if the consumer was unable to close the pop-up and the pop-up was instead imbedded onto the Web site contained in the same browsing window, it would have been sufficiently similar to Shaklee. In comparison, ad-blocking software creates a fixed display and is similar to Shaklee except the advertisements are being removed rather than added. Because ad-blocking software makes a
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permanent change, it is analogous to Shaklee, and thus infringement.

Other cases support this view. In WGN Continental Broadcasting Co. v. United Video, Inc., the Seventh Circuit noted that a copyright licensee who “makes an unauthorized use of the underlying work by publishing it in a truncated version is an infringer - any unauthorized editing of the underlying work, ... would constitute an infringement of the copyright.” The Web user could be viewed as having an implicit copyright license to publish the pages on a computer. By publishing the “truncated version” without advertisements, the software user is violating its implicit license. A Web site owner could argue that blocking an advertisement without permission is an unauthorized edit of their Web page, i.e., changing and altering the content of their page, thereby creating an unlicensed derivative work of the original Web page's content.

Along with pop-up advertising, Web site owners can also compare ad-blocking to the related issue of “framing.” Framing allows a Web site owner to build a frame or border of text or graphics on its own site and pull a Web page from another site into that frame or border, thus allowing it to offer the other site's context within the frame on the owner's own site, passing the content off as its own. Under copyright law, placing one's Web site “within a frame comprised of portions of another Web site can create an unlicensed derivative work, in violation of the owner of the framed site's exclusive rights under the Copyright Act.”

In Washington Post Co. v. Total News, Inc., plaintiffs, a group of news companies, alleged misappropriation, copyright and trademark infringement, and false advertising as a result of Web links/frames by the defendant Total News, Inc. Total News' site incorporated links to other news-related companies’ Web sites that were framed by Total News' logo and paid advertisements. In some cases, the advertisements on the original sites were obscured by Total News’ frame or competed with the user's attention with Total News’ own advertisements. Plaintiffs characterized Total News' site as a “parasitic” Web site with little original substantive content.

The stakes in the suit were high, because if Total News' compilation of news sites were to become popular, it could reduce the visibility of the news organizations' own advertising and permit Total News to profit from others' sites without paying them for the use of their sites. The case settled in June 1997, with Total News agreeing not to display their news stories within a frame on their site and the media companies agreed to grant Total News a “linking license” so it could still hyperlink to stories on
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A similar case, Futuredontics Inc. v. Applied Anagramic Inc., was also settled out of court but first resulted in a legal decision on copyright infringement. The plaintiff, Futuredontics, was a dental referral business and the exclusive licensee of the phone number “1-800-DENTIST,” a registered service mark owned by defendant Applied Anagramics, Inc. (AAI), a dental marketing service. Futuredontics established an Internet site containing its own copyrighted text and graphics. AAI later established an Internet site that included a link reproducing Futuredontics' Web pages within a frame. The frame included information about AAI and links to AAI's other pages.

The United States Court of Appeals for the Ninth Circuit affirmed the denial of the preliminary injunction, agreeing with the lower court that the plaintiff had not sufficiently demonstrated either irreparable injury or that the balance of hardships tipped sharply in its favor because the plaintiff had presented no evidence of any tangible harm caused by the frame. However, following the denial of its motion for a preliminary injunction, the plaintiff filed an amended complaint that included a claim under the Copyright Act alleging that by framing the plaintiff's site, the defendant had created an infringing derivative work.

The defendant moved to dismiss the copyright claim pursuant to Federal Rules of Civil Procedure Rule 12(b)(6) for failure to state a claim, arguing that its framing of the plaintiff's site did not constitute a derivative work as a matter of law under Lewis Galoob Toys, Inc. v. Nintendo of America, Inc. The defendant argued that, like Galoob, its frame did “not incorporate a portion of a copyrighted work in some concrete or permanent form.” The district court denied the defendant's motion to dismiss because the Galoob case did not conclusively determine whether the defendant's framing constituted a derivative work. Because the court was ruling solely on the plaintiff's motion for a preliminary injunction and the defendant's motion to dismiss, which were both denied, the decision merely provides an indication that the court might rule that framing amounts to infringement.

In light of the courts' decisions in Futuredontics (arguably accepting the idea that framing may be an infringement) and the well-publicized settlement in Total News, many practitioners counsel against framing and instead suggest that clients simply provide links. Although there was no judicial decision in the Total News case, it is
viewed by many commentators as standing for the principle that cutting out advertisements from other sites is unacceptable, and that framing is not generally permitted, at least not in a commercial context.\textsuperscript{95} Whether future decisions may cause this to change is unclear. From \textit{Futuredontics}, it seems that the derivative works claim may succeed if actual damages are shown.\textsuperscript{96}

Once the removal of the ads is determined to be a derivative work, the alternative uses and the intent of the software distributor must be considered. In Universal City Studios, Inc. v. Sony Corp. of America (Sony),\textsuperscript{97} the Supreme Court considered the threat to the television industry from a new technology, the video recording device (VCR), that allowed consumers to skip commercials.\textsuperscript{98} In \textit{Sony}, the plaintiffs predicted that companies would be less willing to pay for advertising if VCR owners fast-forwarded through commercials upon playback, or deleted commercials while recording programs.\textsuperscript{99} The evidence in \textit{Sony} showed that the VCR’s principal use was “time-shifting” or taping a program for later viewing in its entirety, which the court found to be a fair, noninfringing use.\textsuperscript{100} In addition, there was no evidence that Sony had desired to bring about time shifting in violation of copyright or had taken active steps to increase its profits from unlawful ad removal.\textsuperscript{101}

A recent Supreme Court case, however, considered a case where there was evidence of intent to violate copyrights.\textsuperscript{102} In \textit{MGM Studios, Inc. v. Grokster, LTD}, the defendants distributed free software that allows computers to share electronic files through peer-to-peer\textsuperscript{103} networks.\textsuperscript{104} After Napster was held liable for controlling a centralized server that allowed users to share infringing works,\textsuperscript{105} software programmers developed the peer-to-peer technology that removed the central server and allowed users to exchange the files from each other. The Court in \textit{Grokster} found this to be unacceptable and held that one who distributes a device with the object of promoting its use to infringe copyright, going beyond mere distribution with knowledge of third-party action, is liable for the resulting acts of infringement by third parties using the device, regardless of the device’s lawful uses.\textsuperscript{106} Ad-blocking software distributors will have difficulty avoiding this ruling because their software is labeled with their intent and there are no other possible non-infringing uses. The distinguishing fact is that because this has yet to be adjudicated, software distributors do not necessarily have an intent to infringe Web owners’ copyrights.

\textsuperscript{95} Keller, supra note 83 at 423.
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The Grokster Court also addressed the difficulty in proving actual infringement. The Court noted that the extent of the software’s use, ironically, determines the profits of the distributors because the more the software is used, the more ads are sent out and the greater the advertising revenue.\textsuperscript{107} The Court can infer from the revenue generated the extent of the infringement.\textsuperscript{108}

Ad-blocking software changes the original Web site. The software modifies the site, displays it in a way its author did not intend, and transforms it into something else entirely, altering the author’s copyrighted work by integrating it into something else the author did not create nor authorize. Unauthorized ad-blocking of Web sites thus creates an infringing derivative work.

B. Contributory Infringement

Though not liable as a direct copyright infringer, the producers and distributors of ad-blocking software can nonetheless be liable for contributory infringement.\textsuperscript{109} Proving contributory infringement was vital to the plaintiffs’ case in Sony and it will be vital in the ad-blocking context.\textsuperscript{110} As in Sony and Grokster, a finding by the Court that ad-blocking constitutes copyright infringement would be meaningless without a further judicial statement holding the software distributors contributory liable. Absent a finding of contributory infringement on the part of the software distributors, Web owners will face the near impossible task of trying to enforce their rights against individual users. The need for such a shortcut is obvious because “the private nature of home copying and the minuscule damage caused by an individual act of infringement make judicial enforcement highly problematic. Nevertheless, aggregate damages can be enormous.”\textsuperscript{111}

In deciding the question of contributory copyright infringement, the Supreme Court in Sony declared, if “liability is to be imposed on [the defendant] in this case, it must rest on the fact that it has sold equipment with constructive knowledge of the fact that its customers may use that equipment to make unauthorized copies of copyrighted material.”\textsuperscript{112} The Sony plaintiffs argued that infringing uses outweighed non-infringing uses, and that the majority of copyright holders would object to wholesale copying of their programs.\textsuperscript{113} The Court Of Appeals agreed, finding that
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VCRs were not suitable for any substantial non-infringing use even if some copyright owners elect not to enforce their rights. The Supreme Court found this argument unconvincing, however, and extensively cited the district court's findings as to consenting copyright owners in holding that the VCR is capable of substantial non-infringing uses. The Court's main objective, in discussing authorized fast forwarding or paused recording also known as time-shifting, was to point out that plaintiffs had no right to enjoin this activity and prevent other copyright holders from authorizing time-shifting for their programs.

Grokster, on the other hand, noted that where an article may be put to infringing uses, and shows statements or actions directed to promoting infringement, Sony's non-infringing uses rule will not preclude liability. The court reasoned that mere knowledge of infringing potential or of actual infringing uses, such as in Sony, would not be enough to subject a distributor to liability. The inducement rule, instead, premises liability on purposeful, culpable action and does nothing to compromise legitimate commerce or innovation.

Because ad-blocking is not authorized by Web site owners as it is in some time-shifting uses in television, Web site owners have a copyright claim more analogous to Grokster than to Sony. Ad-blocking software does not have other non-infringing uses, such as authorized time-shifting in Sony, and software distributors intend to create the ad-free derivative work. There may be possible non-infringing uses such as virus and spyware protection if advertisements automatically download a file to the user's computer. However, this use is not yet substantial and this distinguishing aspect seems to imply that Web site owners would have a successful claim against ad-blocking software distributors because all uses will be infringing. However, the Court in Sony went on to find that even unauthorized time-shifting was legitimate fair use. Since advertisers have a copyright infringement claim against ad-blocking software use, its manufacturers or users would have to argue an affirmative defense such as fair use to avoid liability.

C. Fair use defense by consumers

Because ad-blocking software may only block some or part of a Web page’s advertisements (only pop-up ads for example), consumers may argue ad-blocking is a fair use of the copyrighted work. The fair use doctrine allows for the reasonable use of copyrighted material without the consent of the copyright owner.
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determine whether a particular use, in this case altering the Web site, is fair, a court examines several factors: (1) the purpose and character of the use, including whether such use is of a commercial character; (2) the nature of the copyrighted work; (3) the amount and substantiality of the portion used in relation to the copyrighted work as a whole; and (4) the effect of the use on the potential market for the copyrighted work.122

In examining the first factor, purpose and character of use, a court will consider whether the new work is transformative and whether the use has a commercial or noncommercial purpose.123 “A work is transformative if it adds new expression, meaning, or message to the original work rather than merely superseding or supplanting the original.”124 In determining if a work is transformative, one might ask whether the new work creates something new, with a further purpose or different character, “altering the first with new expression, meaning, or message.”125

Inquiring into the transformative quality of the new work may be less applicable in this context than, for example, “fair-use” in parody.126 A transformative work adds a new “expression, meaning, [and] message” to the original work.127 A missing advertisement does not add a new expression, meaning, or message to the viewed site, but rather takes one away. The infringing work depends on the original copyrighted Web site to transmit the unauthorized advertisement-free or reduced Web site without adding anything new; therefore, it fails to satisfy the first factor. However, while a finding that the work is transformative, or that it is used for a commercial purpose, weakens the fair use defense, it is not completely dispositive.128

Examination of the remaining factors is required.129

With regards to the commercial aspect, it could be argued that consumers are using the software for their own personal use and most of the ad-blocking software is free software that is not reselling the Web sites or linked to commercial use. However, the ad-blocking software distributors are making a profit in an indirect and quite an ironic manner, Web advertisements. Ad-blocking software distributors place their software on a Web site that is funded by advertisements and by placing links on the toolbar of the browser and use a sponsored search engine. Therefore, Web blocking software creates a derivative work and distributes the work while turning a profit. Web blocking software will not meet the requirements of the first factor because it has a strong tie to commercial use.

Under the second factor, the courts will examine the nature of the copyrighted work.130 The scope of fair use considerably narrows when applied to unpublished

---
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works. Copyright law provides an author greater control over a work’s first public unveiling by generally giving unpublished works greater protection. Also, creative or fictitious works receive greater protection than factual works. Under this factor, a defendant may prevail in certain blocked advertisements actions because the defendants disseminate factual information about a product or service. But this cannot undermine the fact that the work infringed upon is creative in nature as well.

The court will most likely have to draw a line to determine what amount of the work is creative and what amount of the work is factual when determining what is being infringed upon. This should be determined on a case-by-case basis. Because an advertisement may be considered factual, and factual compilations are not granted the same amount of protection as an original work of fiction, courts may look to the advertisement’s intended/underlying purpose. Here, that underlying purpose is factual, monetarily motivated information, which in essence is why this factor may be overshadowed by the fourth factor of the fair-use defense.

Under the third factor, the courts will consider the substantiality of the portion used with respect to the copyrighted work. Courts evaluate both the quantity and quality of the copyrighted materials used. However, an insubstantial use does not presumptively render a fair use finding. “In order to be fair, the use also must not appropriate the ‘heart’ of a work with only minor changes or additions.” This is because “[a] use that takes the heart of an original work may be unfair if it fulfills the demand for the original.”

It is this last point which causes the greatest problems for ad-blocking software and the fair use defense. Individuals use ad-blocking software on every site they visit and the advertisements are a substantial portion of the Web site. A Web site owner includes the ads to fund the other content. As ad-blocking software proliferates, the demand for advertisement-free or reduced Web pages will continue to increase, while the demand for the original work, the original Web site, including the advertisement, will diminish. The usurping of the demand of the original site will limit the Web blocker’s fair use defense.

Under the last factor, the court examines whether the use of a work results in an adverse impact on the potential market of the original work. Generally, a use that diminishes potential sales, interferes with marketability, or usurps the market of an
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137 See id.
139 Id. (summarizing Campbell, 510 U.S. at 590-92; Harper & Row, 471 U.S. at 566-69).
original work constitutes an economic harm to the original. In particular, a market substitute that directly competes for a share of the original work's market cuts against a finding of fair use. Because copyright law seeks to provide incentives to create and disseminate quality works, where a use competes with or supplants the copyrighted work, that use will not be considered fair.

Although the economic harm may not be immediate or imminent, the use can have a future effect on the market, which goes against a finding of fair-use. A copyright owner's heirs are taken into consideration when analyzing this fourth factor. Also, courts must consider the extent of market harm caused by the particular unauthorized advertisement, as well as “whether unrestricted and widespread conduct of the sort engaged in by the defendant would result in a substantially adverse impact on the potential market.” The market harm has not yet been quantified but it will continue to increase as advertisers feed less and less money into the Internet. Because most pages on the Internet depend on advertisement contributions, the expansion of free content will slow and eventually cease.

The fair use defense by consumers ultimately will be unsuccessful. Ad blocking software is predominately used in commercial contexts, the copyrighted work is creative and factual in nature, ads can be a significant portion of the copyrighted work as a whole, and it has a damaging effect on the potential market for the copyrighted work. If the damage is significant enough for Web owners to bring a valid copyright infringement claim, ad-blocking will not be considered a reasonable use of the copyrighted Web pages. Once a successful claim is brought, ad-blocking software will no longer be used by consumers to control distracting advertisements. Consumers will no longer be able to control this unwanted information by using ad-blocking software unless it adapts to a new form as file sharing did after Napster.

The unanswered question, however, is whether litigation, as opposed to a change in the statutory process or technological blocking measures for example, is the most appropriate method for resolving this issue. Technological solutions, such as ad-blocking software versus anti-ad-blocking software, can only lead to “a kind of technological arms race.” Failure to resolve this may leave Web site owners to rely on contract law by implementing “Terms and Conditions” statements and “click contracts at sign-on that purport to make it a condition of accessing the site that other sites . . . not [block ads, frame, link, metatag, annotate . . . ] without permission.” An amendment to the Copyright Act of 1976, or regulation to address this issue is
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III. THE NEXT STEP

A. The Future of Online Advertising

Despite the threat of ad-blocking software, Internet advertising continues to grow. As more people forsake the old fashioned yellow pages for the online version, small businesses are sending their advertising dollars in the same direction. As technology evolves, new kinds of advertisements will come onto the scene. Earlier this year, several Web sites deployed a new, high quality method for delivering television-quality video advertisement to Web surfers - a method that optimists hope will “herald the start of a new era of Internet advertising.”

At the same time people are becoming less tolerant of aggressive advertising and the marketing clutter it is creating. Advertisers must accept that in the world of hyper-fragmented media and too many marketing messages, consumers will seek to avoid the overload. In response to voter outcry, Congress has passed a bevy of policies restricting intrusive marketing practices. The formation of the “Do Not Call Registry,” the introduction of legislation outlawing spam and prohibiting ads on police cars and voting ballots, and the rejection of plans to place movie logos on baseball bases, show that advertising is bumping up against the limits that consumers will tolerate. Edmond Thomas, Chief of Technology at the Federal Communications Commission, bluntly warned attendees at an American Association of Advertising Agencies breakfast in March of 2004, “Your challenge is to stop being annoying. You’re almost forcing regulators to get involved.”

B. Internet Regulation

As the Internet continues to grow as a medium for mass communication, the question of regulation will continue to arise because cyberspace presents so many new legal issues and problems. In order to allow this technology to flourish, the government has, thus far, been reluctant to impose any sort of regulations on the Internet. In the early years of the Internet, President Clinton announced a “hands off” policy for cyberspace, and stated that the government should not “stand in the way” of the Internet, but should, instead, simply enforce “a predictable, minimalist, consistent and simple legal environment for commerce.”
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The real question is whether advertising over the Internet may be regulated under the traditional methods used to regulate advertising in other mediums such as print, radio, and television.\textsuperscript{156} Related to that inquiry is determining which regulations would apply and, in turn, who would be responsible for enforcing these regulations. The responsibility of regulating current advertising is divided among several entities, including the Federal Trade Commission, the Federal Communications Commission, the Food and Drug Administration, the Bureau of Alcohol, Tobacco and Firearms, and the Department of Transportation, as well as state law and industry agencies.\textsuperscript{157}

Determining which current advertisement regulations should apply to online advertising is difficult because of the unique nature of the Internet. The Internet does not fall into a single traditional legal category.\textsuperscript{158} Similarly, neither radio nor broadcasting was easily classified when introduced into the market.\textsuperscript{159} The problem unique to the Internet, though, is that it is not something completely new, but rather, it is a hybrid of known media.\textsuperscript{160} Generally, the same rules that apply to other forms of advertising apply to electronic marketing.\textsuperscript{161} However, most of the rules that apply to the Internet focus on the content of advertisements as opposed to addressing how they are presented.\textsuperscript{162} If intrusive ads are to be controlled, the limits must be set by regulations specifically aimed at Internet advertising.

Congress could step in and determine what level of ad-blocking is acceptable. As Congress did with many music uses,\textsuperscript{163} they could provide certain exceptions such as allowing users to block certain ad types such as pop-ups and floating ads but not ads placed throughout a site. On the other hand, changes in public opinion may cause Congress to let the situation and market resolve itself. If television programs were ad-free today, and suddenly a TV station were to start running eight minutes of advertising every half hour right in the middle of programs, people would quite possibly riot. But since we are all familiar with TV ads, they don't bother us much. In fact, during the Super Bowl, the ads are a big part of the show. As people get used to new forms of online ads, they may become more common and accepted. It is also possible that this ad-blocking trend has less to do with advertising avoidance and more to do with consumers’ desire for greater control over what content they want and when. Consumers want information instantaneously, and desire to bypass
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C. Other Solutions

Each attempt by consumers to block or circumvent marketers simply prompts another clever and stealthy means of delivering the message. The problem with ad-blocking on the Internet is that there does not seem to be a viable adaptation by advertisers. For example, television’s response to the VCR and TIVO (popular personal video recorder) devices is product placement, sponsored broadcasts, and digital insertion. Besides mentioning the products in the articles or content being accessed, advertisers will have to find alternatives if ad-blocking software continues.

The fact that users are reluctant to visit sites with too many ads, and the fact that Web sites cannot exist without the income those ads provide, has led some sites to alter their format to offer people a simple solution to the advertisement dilemma, pay to view. If you do not like the advertising, you can subscribe to the site. By subscribing to a site, you pay a small monthly or yearly fee in exchange for advertisement-free content. This option is attractive to those who often use a Web site that is cluttered with advertisements. This solution to the internet advertising dilemma, however, does nothing to ease the plight of the advertiser.

IV. CONCLUSION

The threat that ad-blocking software poses to the Internet is similar to the fears of the plaintiffs in the Sony case when the VCR first appeared. However, unlike the time-shifting ability of the VCR, ad-blocking software may gain widespread use that would produce actual damage, potentially akin to the damage caused by file sharing software in Grokster. Without the income from selling advertisement space, Web site owners will not have a way to pay for the content they provide, and will be forced to shut down or switch to a pay-per-view format. The ultimate result of the widespread use of ad-blocking software will be that less information will be freely available to users over the Internet.

If the use of ad-blocking software continues to grow, Web site owners may bring successful copyright claims against the distributors of ad-blocking software, and the resulting ban on using ad-blocking software will eliminate user’s only defense in the advertising battle, leaving them helpless in the face of the barrage of unwanted ads and information on the Internet. This will subsequently slow down browsing speed and possibly deter Internet use. The government has been reluctant to make regulations for the Internet in order to allow for the free flow of information and
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prevent any restrictions on the market place of ideas. However, the government’s reluctance to act with regard to online advertising is actually hindering the flow of useful information. In order to allow for a more efficient exchange of ideas, regulation may be needed to help resolve this advertising battle.