Abstract:
Smart Grid, a typical energy-based Cyber-Physical System (CPS), uses modern advanced communication technologies to make the power grid more efficient, reliable, secure and resilient. It supplies electric power from various generators through power transmission and distribution networks to large geographical areas. Nevertheless, the Smart Grid may operate in hostile environments and lacking tamper-resistance hardware for sensor and meters increases the chance to be compromised by cyber-attackers. Through the compromised nodes, the attackers may inject false measurement reports and disrupt the operation of smart grid. In this talk, I will begin with the introduction of smart grid and its security challenges. I will then present the study of two representative false data injection attacks against the state estimation and the distributed energy transmission and distribution, respectively. Lastly, I will discuss countermeasures against the afore-mentioned attacks.
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